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1. Overall Description:
SA2 thanks CT1 for the liaison in S2-2403871/C1-241722 concerning the establishment and usage of a secure user plane connection between a UE and LMF for the transfer of LPP and certain LCS supplementary service messages.

SA2 notes the following issues cited by CT1.

1.	After the TLS connection is established, the UE and the LMF initiate LPP or LCS-SS procedure. For the LMF-initiated case, given that multiple UEs are served by the LMF and multiple TLS connections are active, the LMF needs to determine a TLS connection for the target UE. However, it has not been specified how to link the association between the TLS connection and the UE, e.g., how the LMF knows which TLS connection is for the UE who has received the UPP-CM command message. If the TLS connection can be linked to the ‘wrong UE’ then there could be a risk of location related data from one UE which is sent to another UE.

2.	Once the binding of the TLS connection to the UE is done, if there is a new LCS service request (e.g., MT-LR) for the same UE, the AMF invokes Nlmf_location_determinelocation service operation to the LMF. However, it has not been specified how the LMF associates the LCS service request to the TLS connection of the UE. In this case, the LMF cannot determine which TLS connection can be used for the LCS service request. Therefore, the LMF cannot reuse the TLS connection of this UE for subsequent LCS service request(s).

SA2 has agreed the attached CRs to TS 23.273 and TS 23.502 to resolve both issues. The resolutions are as follows.

Resolution of Issue 1:	The LMF assigns a unique LCS-UP connection ID (step 2 of Figure 6.18.1-1) which is transferred to the UE over control plane (steps 2 and 3) and returned to the LMF by the UE over the newly established secure UP connection (step 8) to bind the UP connection to the UE in the LMF.

Resolution of Issue 2:	The LMF sends the LCS-UP connection ID to the AMF (step 9 of Figure 6.18.1-1) after the UP connection is established. The AMF stores the LCS-UP connection ID as part of UE context (step 10). The AMF then includes the LCS-UP connection ID with any later location request or LCS supplementary services message sent to the LMF for the UE (step 11). The LMF then knows the UP connection for the UE even if the UE identity is not provided to, or not previously known to, the LMF.


2. Actions:
To CT1: 
ACTION: 	SA2 asks CT1 to take the attached CR into account in defining location service over user plane in TS 24.572 and in resolving the two issues.

3. Date of Next TSG SA WG2 Meetings:
TSG-SA2 Meeting #163		27-31 May 2024	Jeju, KR
TSG-SA2 Meeting #164		19-23 August 2024	Maastricht, NL





